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*(Beispieltext)*

Der Schutz von personenbezogenen Daten rückt zunehmend in den Fokus der betroffenen Personen, der Öffentlichkeit und der Gesellschaft. Dem trägt auch die Europäische Datenschutzgrundverordnung (DSGVO) Rechnung. Der Schutz von personenbezogenen Daten und Informationen (und ein großer Teil davon sind personenbezogene Daten) ist auch ein bedeutender Wirtschaftsfaktor und als solcher für unser Unternehmen von großer Bedeutung. Andererseits kann ein Missbrauch der Daten und Informationen nicht nur die Wirtschaftstätigkeit unseres Unternehmens und die betriebliche Funktion schwer beeinträchtigen, sondern auch die Umweltbeziehungen oder das Ansehen unseres Unternehmens erheblich beschädigen und dadurch großen Schaden verursachen. Die mit der Datenschutzgrundverordnung eingeführte Rechenschaftspflicht führt zu einer Beweislastumkehr mit der Folge, dass das Unternehmen in der Lage sein muss, die Einhaltung der Grundsätze und Vorschriften der Datenschutzgrundverordnung nachzuweisen. Dieses Datenschutzhandbuch ist ein wichtiges Instrument zur Führung dieses Nachweises und zur Erfüllung der Rechenschaftspflicht.

Das Anliegen dieses Datenschutzhandbuches ist es deshalb, im Interesse der betroffenen Personen und auch des Unternehmens den Schutz der personenbezogenen Daten nach den Vorschriften der DSGVO zu regeln und in jeder Phase der Informationsverarbeitung die Vertraulichkeit, Integrität, Verfügbarkeit und Authentizität der Daten zu gewährleisten. Um dieses Ziel zu erreichen, müssen nicht nur die gesetzlichen Vorschriften zum Schutz der Daten eingehalten, sondern auch geeignete technische und organisatorische Maßnahmen und Verfahren eingerichtet und geregelt und deren Einhaltung und Wirksamkeit ähnlich wie nach den Methoden des Qualitätsmanagementsystems kontrolliert, dokumentiert und weiterentwickelt werden. Nicht zuletzt kommt es aber auch darauf an, dass sich alle Beschäftigten der mit dem Umgang mit personenbezogenen Daten sowie der Datenverarbeitung und

Das gesamte, frei veränderbare Dokument erhalten Sie  
im Online-Fachportal **zum Sofort-Download**.  
Füllen Sie dazu jetzt das Formular auf der Webseite  
aus ([am Seitenende](https://fachportal-datenschutzbeauftragter.de/testen.php#testen)).

Bereits in der kostenlosen 4-Wochen-Testphase  
können Sie es **vollständig einsehen**  
und prüfen.

Um es uneingeschränkt zu nutzen,  
**wechseln** Sie **einfach** in einen  
kostenpflichtigen Account.  
[Hier Test-Zugang einrichten](https://fachportal-datenschutzbeauftragter.de/testen.php#testen)